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My main goal is to get an overview over parameters and cite them thoroughly.

Until 24th of June 2016, the birational equivalence formula \(E_{E,a,d}\) to \(E_{M,A,B}\) was incorrect as pointed out by Theo Fanuela Prabowo. I fixed it now. Thanks!
1 Theoretical background

The theoretical background of ECC lies in group theory and number theory.

1.1 Group

A group \((G, +)\) is a set of elements \(G\) associated with a binary operation creating a new element denoted \(+\). The following axioms hold for the operation (with \(a, b, c, e \in G\)):

- closure: \(\forall a, b : (a + b) \in G\)
- associativity: \(\forall a, b, c : (a + b) + c = a + (b + c)\)
- identity: \(\exists e \forall a : a + e = e + a = a\)
- invertibility: \(\forall a \exists b : a + b = b + a = e\)

\(e\) is called identity element (e.g. in integer groups, it’s 0). An abelian group is a group satisfying

- commutativity: \(\forall a, b : a + b = b + a\)

Let \(\cdot\) be multiplication resulting from repeated application of addition a variable number of times. Let \((G, \cdot)\) be a group itself and \(x^n\) is defined as follows:

\[
x^0 = \infty
\]
\[
x^{n+1} = x^n \cdot x \quad \text{with } n \in \mathbb{N}
\]

\(\infty\) is the multiplicative identity element. The order \(r\) of an element \(x\) is defined as smallest integer \(r > 0\) such that \(x^r = \infty\). It holds that: If the group has one element \(g\) such that \(\{g^n | n \in \mathbb{Z}\}\) yields all elements of the group, \(g\) is called generator of the cyclic group.

1.2 Ring

A ring is an abelian group with a second binary operation that is associative and distributive over the abelian group operation:

\[
\forall a, b, c \in G : a \cdot (b + c) = a \cdot b + a \cdot c
\]

The ring \(\mathbb{Z}/n\mathbb{Z}\) of integers has characteristic \(n\).

1.3 Field

A field is a non-zero commutative ring that contains a multiplicative inverse for every nonzero element. As a ring the nonzero elements form an abelian group under multiplication.

Example fields:

- real numbers (\(\mathbb{R}\))
• complex numbers (C)
• rational numbers (Q)

Finite fields are fields with a finite number of elements. This includes integer modulo fields, which we will look at. Because the elements are enumerated 0 to \( n - 1 \), you only need to specify the field size \( n \) to specify some field. Hence \( \text{GF}(2^{255} - 19) \) specifies a (Galois) field with field size \( 2^{255} - 19 \).

### 1.4 Elliptic curves

An elliptic curve is specified by a curve equation and some underlying fields for coordinates.

All coordinates satisfying the curve equation constitute a curve \( C \). Coordinates are tuples with elements of the finite field. The equation of a curve depends on the selected coordinate system (per default: affine coordinate system). An addition law allows to add two points on a curve. A doubling law allows to double points on a curve. Scalar multiplication allows to multiply some point on a curve a variable number of times with itself. Every curve has a neutral point denoted \( \infty \). It is specific for an addition law.

\( \text{E}(\text{GF}(p^k)) \) is the set of points which satisfy the curve equation (and the point at infinity). The cardinality \( |\text{E}(\text{GF}(p^k))| \) defines the order of the curve. If you specify some element of \( \text{E}(\text{GF}(p^k)) \) as generator, this induces another subgroup where the following law holds:

\[
h = \frac{|\text{E}(\text{GF}(p^k))|}{o}
\]

\( h \) is called cofactor and \( o \) is the order of the generator\(^1\).

The number of generators in a finite field \( \text{GF}(n) \) is \( \varphi(n - 1) \) where \( \varphi \) is Euler’s totient function. This follows from the fact that the multiplicative group is cyclic [15]. In ECC mostly groups with \( n = p \) being prime or \( n \) being binary (\( n = 2^k \)) are considered. Recall that \( \varphi(p) = p - 1 \) and \( \varphi(2^k) = 2^k - 2^{k-1} = 2^{k-1} \) holds. As far as the number of points on an elliptic curve are concerned, Hasse’s theorem [15] provides an lower and upper bound. Even though there are multiple generators on a curve, we always talk about the generator, because negotiation about the generator point is required in all protocols. The specific generator is chosen in terms of performance.

If this stuff still sounds very strange to you, Elliptic curves are also nicely explained on openssl.org.

### 1.5 Coordinate systems

In general curve equations consider two coordinates \( x \) and \( y \). For example consider Montgomery curve over field \( F \) defined by

\[
By^2 = x^3 + Ax^2 + x \quad A, B \in F \text{ and } B(A^2 - 4) \neq 0
\]

\( A \) and \( B \) are constant for a specific curve. Elements on the curve are tuples \((x, y)\). However, this representation can be extended as shown in Table 1.

The field size \( 2^{255} - 19 \) in binary is given as: 111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111 1111

\(^1\)Recall the definition of order of an element from section 1.1
Table 1: Coordinate systems

<table>
<thead>
<tr>
<th>Coordinate Systems</th>
<th>Description</th>
<th>Equation</th>
</tr>
</thead>
<tbody>
<tr>
<td>((x, y)) affine</td>
<td>standard</td>
<td>with (x = X/Z) and (y = Y/Z) and (Z^2 = Z^2)</td>
</tr>
<tr>
<td>((X, Y, Z, ZZ))</td>
<td>projective</td>
<td>with (x = X/Z) and (y = Y/Z)</td>
</tr>
<tr>
<td>((X, Y, Z))</td>
<td>Lopez-Dahab</td>
<td>with (x = X/Z) and (y = Y/Z^2)</td>
</tr>
<tr>
<td>((X, Y, Z))</td>
<td>Jacobian</td>
<td>with (x = X/Z^2) and (y = Y/Z^3)</td>
</tr>
<tr>
<td>((X, Y, Z, Z^2, XZ))</td>
<td>Extended Lopez-Dahab</td>
<td>with (x = X/Z) and (y = Y/Z^2)</td>
</tr>
<tr>
<td>((X, Y, Z, Z^2))</td>
<td>Extended Jacobian</td>
<td>with (x = X/Z^2) and (y = Y/Z^3)</td>
</tr>
<tr>
<td>((X, Y, Z, T))</td>
<td>Extended Twisted Edwards</td>
<td>with (x = X/Z) and (Y = Y/Z) with (T = X \cdot Y)</td>
</tr>
</tbody>
</table>

The hamming weight of a number is defined as number of nonzero elements; hence 1s in binary representation.

1.6 Legendre symbol

\[
\left( \frac{a}{p} \right) = \begin{cases} 
0 & \text{if } a \equiv 0 \pmod{p} \\
1 & \text{if } a \text{ is quadratic residue mod } p \\
-1 & \text{if } a \text{ is quadratic non-residue mod } p 
\end{cases}
\]

\(^2\)The hamming weight of a number is defined as number of nonzero elements; hence 1s in binary representation.
1.7 Extended euclidean algorithm

**Given.** two integers \(a\) and \(b\)

**Find.** compute the greatest common divisor (gcd) \(g\) and integers \(s\) and \(t\) such that \(g = sa + tb\)

A python implementation [19] is given in Appendix A.

In *Sagemath* you can use \(\text{xgcd}(a, b)\).

1.8 Multiplicative inverse

**Given.** an integer \(e\) and a field \(F\)

**Find.** the inverse element of \(e\) in \(F\), \(e^{-1}\)

For an inverse element \(e^{-1}\) it holds that \(e \cdot e^{-1} = 1\) where \(1\) denotes the identity element.

In *Sagemath* you can use \(\text{inverse_mod}(e, m)\) to compute the inverse element, where \(m\) is the field size. In general you can use \(\text{xgcd}(e, m)\). If the gcd is not one, a multiplicative inverse does not exist. The returned factor applied to \(e\) is the multiplicative element.

2 Curves

\(E_{M; a, b}\) Montgomery curve with coefficients \(a\) and \(b\)

\(E_{E; c, d}\) Edwards curve with coefficients \(c\) and \(d\)

\(E_{E, d}\) Edwards curve with coefficients \(c = 1\) and \(d\)

\(E_{E, d_1, d_2}\) Binary Edwards curve with \(d_1\) and \(d_2\)

\(E_{E, a, d}\) Twisted Edwards curve with \(a\) and \(d\)

\(E(K)\) Set of points of curve \(E\) over field \(K + \infty\)

2.1 Simple Weierstrass curve

\(E/\mathbb{F} : y^2 = x^3 + ax + b\)

Special case of the more general Weierstrass curve:

\(y^2 + a_1xy + a_3y = x^3 + a_2x^2 + a_4x + a_6\)

Precondition for parameters: [14]

- The curve must be non-singular (hence, no cusps or self-intersections). The discriminant is zero if and only if the curve is singular.
- Weierstrass curves are the default EllipticCurve instances in *Sagemath* [10][17].

2.2 Montgomery curve

Given a field \(K\), a Montgomery curve is defined as [22, section Definition]:

\(M_{A, B} : By^2 = x^3 + Ax^2 + x\)
denoted as $M_{A,B}$ [22] or $E_{M,a,b}$ [8].

$$\text{montgomery}(\infty) = (0, 1)$$
$$\text{montgomery}(0, 0) = (0, -1)$$
$$\text{montgomery}(p_1 + p_2) \equiv \text{edwards}(p_1 + p_2)$$

Precondition for parameters:

- $A, B \in K$
- $B(A^2 - 4) \neq 0 \Rightarrow B \neq 0, A \neq -2, A \neq 2$

Let $P = (x, y), P_1 = (x_1, y_1), P_2 = (x_2, y_2)$ be points on a Montgomery-form elliptic curve. Assume that $P_2 = P_1 + P$ and $y \neq 0$. Then [18, page 129]

$$y_1 = \frac{(x_1x + 1)(x_1 + x + 2A) - 2A - (x_1 - x)^2x_2}{2By}$$

### 2.3 Edwards curve

Given a field $K$ with characteristic $2 \neq 0$, an Edwards curve is defined as [6, page 2]

$$x^2 + y^2 = 1 + dx^2y^2$$

or as

$$x^2 + y^2 = c^2(1 + dx^2y^2)$$

Properties and preconditions for parameters:

- Field $K$ must not have characteristic $2$ [6, page 2]
- $d \notin \{0, 1\}$
- $c, d \in K$ with $cd(1-c^4 \cdot d) \neq 0$ hence $c \neq 0, d \neq 0$ and $dc^4 \neq 1$ [5, page 5]
- If $d$ is not a square in $k$ then the Edwards addition law is complete$^3$ [6, page 3].
- Daniel J. Bernstein and Tanja Lange suggest to represent coordinates as Inverted Edwards Coordinates [6, page 3].

Edwards curves use the strongly unified$^4$ [6, page 3] addition law [4, page 10]

$$(x_1, y_1) + (x_2, y_2) = \left( \frac{x_1y_2 + y_1x_2}{1 + dx_1x_2y_1y_2}, \frac{y_1y_2 - x_1x_2}{1 - dx_1x_2y_1y_2} \right)$$

The neutral element is given as $(0, 1)$.

The parameter $c$ is respected in the denominator [5, page 5]

$$(x_1, y_1) + (x_2, y_2) = \left( \frac{x_1y_2 + y_1x_2}{c(1 + dx_1x_2y_1y_2)}, \frac{y_1y_2 - x_1x_2}{c(1 - dx_1x_2y_1y_2)} \right)$$

$^3$This means that there are no points $(x_1, y_1), (x_2, y_2)$ on the curve where the denominators vanish; the Edwards addition law produces the correct output for every pair of input points.

$^4$i.e. it can also be used to double a point. Unlike the Weierstrass group law.
2.4 Twisted Edwards curve

Given a field $K$ with characteristic $2 \neq 0$, an Twisted Edwards curve is defined as [8, page 3]

$$E_{E,a,d} : \quad ax^2 + y^2 = 1 + dx^2 y^2$$

In Inverted Edwards Coordinates, the curve is given as (compare Appendix C):

$$aY^2 Z^2 + X^2 Z^2 = X^2 Y^2 + dZ^4$$

Properties and preconditions for parameters:

• Field $K$ must not have characteristic 2 [8, page 3]
• $a \neq 0$ and $b \neq 0$ and $a \neq b$ [8, page 3]
• An Edwards curve is a twisted Edwards curve with $a = 1$ [8, page 3].
• $X, Y$ and $Z$ must be non-zero [8, page 12].

The addition law is given as [8, page 11]

$$(x_1, y_1) + (x_2, y_2) = \left( \frac{x_1 y_2 + y_1 x_2}{1 + dx_1 x_2 y_1 y_2}, \frac{y_1 y_2 - ax_1 x_2}{1 - dx_1 x_2 y_1 y_2} \right)$$

• The neutral element is given as $(0, 1)$ [8, page 11].
• The negation of a point $(x_1, y_1)$ is $(-x_1, y_1)$ [8, page 11].
• The formula is complete, if $a$ is a square in $K$ and $d$ is a non-square in $K$ [8, page 11].

Retrieving $x$, given $y$:

$$ax^2 + y^2 = 1 + dx^2 y^2$$
$$ax^2 - dx^2 y^2 = 1 - y^2$$
$$x^2(a - dy^2) = 1 - y^2$$
$$x^2 = \frac{1 - y^2}{a - dy^2}$$

Retrieving $y$, given $x$:

$$ax^2 + y^2 = 1 + dx^2 y^2$$
$$dx^2 y^2 - y^2 = ax^2 - 1$$
$$y^2(dx^2 - 1) = ax^2 - 1$$
$$y^2 = \frac{ax^2 - 1}{dx^2 - 1}$$
2.5 Binary Edwards curves

\[ d_1 \cdot (x + y) + d_2 \cdot (x^2 + y^2) = (x + x^2) \cdot (y + y^2) \]

3 Birational equivalences

3.1 Weierstrass Curve to Montgomery Curve

1. Find \( r \) with \( r^3 + ar + b = 0 \)
2. Find \( s \) with \( s^2 = 3r^2 + a \)
3. \( u = \frac{x - r}{s}, B = \frac{1}{s^3}, A = \frac{3r}{s} \)

3.2 Montgomery Curve to Weierstrass Curve

Given a Montgomery curve [22]:

\[
\begin{align*}
By^2 &= x^3 + Ax^2 + x \\
y^2/B^2 &= \frac{x^3}{B^3} + \frac{Ax^2}{B^3} + \frac{x}{B^3} \\
(Bv)^2/B^2 &= \left(\frac{(Bu)^3 + A(Bu)^2}{B^3} + \frac{Bu}{B^5}\right) \\
v^2 &= u^3 + \frac{A}{B} u^2 + \frac{1}{B^2} u \\
v^2 &= \left(t - \frac{A}{3B}\right)^3 + \frac{A}{B} \left(t - \frac{A}{3B}\right)^2 + \frac{1}{B^2} \left(t - \frac{A}{3B}\right) \\
&= \frac{(3Bt - A)^3}{27B^3} + \frac{3A(A - 3B)t^2}{27B^3} + \frac{27Bt - 9A}{27B^3} \\
&= -A^3 + 9A^2Bt - 27AB^2t^2 + 27B^3t^3 + 3A^3 - 18A^2Bt + 27AB^2t^2 + 27Bt - 9A \\
&= \frac{2A^3 - 9A^2Bt + 27B^3t^3 + 27Bt - 9A}{27B^3} \\
&= t^3 + \frac{(27 - 9A^2)t}{27B^2} + \frac{(2A^2 - 9)A}{27B^3} \\
&= v^3 + \frac{3 - A^2}{3B^2} t + \frac{2A^3 - 9A}{27B^3} \\
\end{align*}
\]

This is equivalent to the Weierstrass form:

\[ E/\mathbb{F} : y^2 = x^3 + ax + b \]

with

\[ a = \frac{3 - A^2}{3B^2} \quad b = \frac{2A^3 - 9A}{27B^3} \]
In conclusion, the map is given as
\[ \psi : M_{A,B} \rightarrow E/F \]
\[ (x,y) \mapsto (u,v) = \left( \frac{x}{B} + \frac{A}{3B^2} \cdot y \right), \quad a = \frac{3 - A^2}{3B^2}, \quad b = \frac{2A^3 - 9A}{27B^3} \]

### 3.3 Edwards Curve to smooth Weierstrass Curve

Edwards curve:
\[ x^2 + y^2 = 1 + dx^2y^2 \]
Smooth Weierstrass curve:
\[ y^2 = x^3 + a_2x^2 + a_4x \]
\[ a_2 = \frac{2(1 + d)}{(1 - d)^2}, \quad a_4 = \frac{1}{(1 - d)^2} \]

### 3.4 Montgomery Curve to Edwards Curve

\[ u = (1 + x)/(1 - y) \text{ and } v = \sqrt{486664 \frac{u}{x}} \]
\[ x = \sqrt{486664 \frac{u}{x}} \text{ and } y = (u - 1)/(u + 1) \]

### 3.5 Edwards Curve to Montgomery Curve

### 3.6 Montgomery Curve to Twisted Edwards Curve

[22, section 6]
\[ a = \frac{A + 2}{B}, \quad d = \frac{A - 2}{B} \]
\[ x = \frac{x}{y}, \quad y = \frac{x - 1}{x + 1} \]

### 3.7 Twisted Edwards Curve to Montgomery Curve

\[ A = \frac{2(a + d)}{a - d}, \quad B = \frac{4}{a - d} \]
\[ x_M = \frac{1 + y}{1 - y}, \quad y_M = \frac{1 + y}{(1 - y) \cdot x} \]
3.8 Twisted Edwards Curve to Weierstrass Curve

For the parameters, from 3.2 it follows that

\[
(a_{\text{weier}}, b_{\text{weier}}) \mapsto \left( \frac{3 - A_{\text{mont}}^2}{3B_{\text{mont}}^2}, \frac{2A_{\text{mont}}^3 - 9A_{\text{mont}}}{27B_{\text{mont}}^3} \right)
\]

From 3.7 it follows that

\[
(a_{\text{weier}}, b_{\text{weier}}) \mapsto \left( \frac{3 - \left( \frac{2(a_{\text{TEC}} + d_{\text{TEC}})}{a_{\text{TEC}} - d_{\text{TEC}}} \right)^2}{3 \left( \frac{4}{a_{\text{TEC}} - d_{\text{TEC}}} \right)^2}, \frac{2 \left( \frac{2(a_{\text{TEC}} + d_{\text{TEC}})}{a_{\text{TEC}} - d_{\text{TEC}}} \right)^3 - 9 \left( \frac{2(a_{\text{TEC}} + d_{\text{TEC}})}{a_{\text{TEC}} - d_{\text{TEC}}} \right)}{27 \left( \frac{4}{a_{\text{TEC}} - d_{\text{TEC}}} \right)^3} \right)
\]

\[
(a_{\text{weier}}, b_{\text{weier}}) = \left( \frac{3 - \left( \frac{4(a + d)^2}{(a - d)^2} \right)^2}{48\frac{(a - d)^2}{(a + d)^2}}, \frac{2 \left( \frac{8(a + d)^3}{(a - d)^3} - \frac{18(a + d)}{a - d} \right)}{1728\frac{(a - d)^3}{(a + d)^3}} \right)
\]

\[
= \left( \frac{3(a - d)^2 - 4(a + d)^2}{48(a - d)^2}, \frac{16(a + d)^3 - 18(a + d)(a - d)^2}{1728(a - d)^3} \right)
\]

\[
= \left( -\frac{1}{48} \left( a^2 + 14ad + d^2 \right), \frac{1}{864} \left( a + d \right) \left( -a^2 + 34ad - d^2 \right) \right)
\]

For affine coordinates with 3.2 it holds that

\[
(x_w, y_w) = \left( \frac{x_{\text{mont}}}{B_{\text{mont}}}, \frac{y_{\text{mont}}}{3B_{\text{mont}}} \right)
\]

\[
= \left( \frac{1 - y}{1 + y}, \frac{1 + y}{1 - y} \cdot 3 \frac{a - d}{a + d} \right)
\]

\[
= \left( \frac{(1 + y)(a - d)}{4(1 - y)}, \frac{2(a + d)(a - d)}{12(a - d)}, \frac{(1 + y)(a - d)}{4x \cdot (1 - y)} \right)
\]

\[
= \left( \frac{3a + 3ay - 3d - 3dy}{12 - 12y}, \frac{2a + 2d - 2ay - 2dy}{12 - 12y}, \frac{a + ay - dy - d}{4x - 4xy} \right)
\]

\[
= \left( \frac{5a + ay - 5dy - d}{12 - 12y}, \frac{a + ay - dy - d}{4x - 4xy} \right)
\]

In conclusion, the map is given as

\[
(x, y) \mapsto (u, v) = \left( \frac{5a + ay - 5dy - d}{12 - 12y}, \frac{a + ay - dy - d}{4x - 4xy} \right)
\]
\[
a \mapsto -\frac{1}{48}(a^2 + 14ad + d^2)
\]
\[
b \mapsto \frac{1}{864}(a + d)(-a^2 + 34ad - d^2)
\]

In Inverted Edwards Coordinates, the map is given as
\[
(x, y, z) \mapsto (u, v) = \left(\frac{-a(\frac{x}{y} + 5) + 5d\frac{x}{y} + d}{12(z - y)}, \frac{\frac{x}{y}(\frac{x}{y} + 1)(a - d)}{4(1 - \frac{x}{y})}\right)
\]
\[
= \left(\frac{-5ay - az + dy + 5dz}{12(z - y)}, \frac{z(a - d)(y + z)}{4x(y - z)}\right)
\]

In Extended Twisted Edwards Coordinates, the map is given as
\[
(x, y, z, t) \mapsto (u, v) = \left(\frac{-a(\frac{y}{z} + 5) + 5d\frac{y}{z} + d}{12(y - z)}, \frac{\frac{y}{z}(\frac{y}{z} + 1)(a - d)}{4(1 - \frac{y}{z})}\right)
\]
\[
= \left(\frac{-ay - 5az + 5dy + dz}{12(y - z)}, \frac{x(a - d)(y + z)}{4z(y - z)}\right)
\]
\[
= \left(\frac{-ay - 5az + 5dy + dz}{12(y - z)}, \frac{(a - d)(t + xz)}{4z(y - z)}\right)
\]

3.9 Weierstrass Curve to Twisted Edwards Curve

4 ECDH

4.1 Montgomery ladder

The Montgomery ladder is a side-channel attack resistant algorithm for scalar multiplication. Given a scalar \(n\) and a point \(P\), it returns \([n]P\). However, Yuval Yarom and Naomi Benger attacked it successfully using FLUSH+RELOAD. For the algorithm, \(m\) is the number of bits of the binary representation of \(n\) and \(d_i\) all the individual bits.

1. \(R_0 = 0\)
2. \(R_1 = P\)
3. for \(i = m \rightarrow 0\)
   (a) if \(d_i = 0\)
      i. \(R_1 = R_0 + R_1\)
      ii. \(R_0 = 2 \cdot R_0\)
   (b) else
      i. \(R_0 = R_0 + R_1\)
      ii. \(R_1 = 2 \cdot R_1\)
4. return \(R_0\)
5 EdDSA

Public key: 32 bytes = 256 bits
Private key: 32 bytes = 256 bits

5.1 Curve25519 is a Montgomery Curve

\[ M_{A,B} : \quad B y^2 = x^3 + A x^2 + x \]

with \( B = 1 \) and \( A = 486662_{10} = 76D06_{16} = 111011011010000110_2 \) giving

\[ M_{A,B} : \quad y^2 = x^3 + 486662x^2 + x \]

over \( \mathbb{F}_{2^{255} - 19} \).

Sources: [5, page 3]

5.2 Curve25519 as Weierstrass Curve

\[ E/\mathbb{F}_{a,b} : \quad y^2 = x^3 + ax + b \]

over the prime field of size \( 2^{255} - 19 \).

Sources: converted to Weierstrass curve using 3.2

5.3 Curve25519 as Edwards Curve

\[ x^2 + y^2 = 1 + \frac{121665}{121666}x^2y^2 \]

where \( \frac{121665}{121666} \pmod{2^{255} - 19} \)

\[ = 208003386839886586474089955893887370928784529770630034000647087062536394_{10} \]

\[ = 2DFC9311D490018C7338BF868861767FF8FF5B2BEBE27548A14B235ECA6874A_{16} \]

Sources: [5, page 4]

5.4 Curve25519 as Twisted Edwards Curve (namely Ed25519)

\[ E_{E,a,d} : \quad -x^2 + y^2 = 1 - \frac{121665}{121666}x^2y^2 \]

over the prime field of size \( 2^{255} - 19 \).
Field size: $2^{255} - 19$ [20]

$A$: 486662 [20]

$B$: 1 [20]

Generator: $x = 9$, compute $y$ with curve equation [1, section Computing public keys], see appendix 0

Group order: $2^{252} + 27742317773723535851937790883648493$ [11] [7, parameter I] [12, section 5]

Cofactor: 8 [3, page 8]

Table 2: Symbolic values

Field size: 7FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFED

$A$: 76D06 [16]

$B$: 1 [16]

Generator: $x = 9_{16}$

$y_1 = 20AE19A1B8A086B4E01EDD2C7748D14C923D4D7E6D7C61B229E9C5A27ECEDE3D9_{16}$

$y_2 = 5F51E65E475F794B1FE122D388B72EB36DC2E28192839E4D6163A5D81312C14_{16}$

Group order: 1000000000000000000000000000000014DE9DEA2F79CD65812631A5C5B3ED

Table 3: Values in hexadecimal notation

Field size: 578690446186580977117854925043439539266343923328201972879200356564819949

$A$: 48666210

$B$: 110

Generator: $x = 9_{10}$

$y_1 = 14781619447589544791020593568499868872646061346145288964881837755586237401_{10}$

$y_2 = 4311442517106852920676489893593966703937038619820380673076391016620978582548_{10}$

Group order: 72370055773326221397318656304299424085711635937990760001950938285454250989

Table 4: Values in decimal notation
Field size: $2^{255} - 19$ [20, field size stays the same]

Table 5: Symbolic values

Field size: $7FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFED_{16}$

$a$: $2AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA984914A144_{16}$

$b$: $7B425ED097B425ED097B425ED097B425ED097B426B5E9C7710C864_{16}$

Generator: $x = 2AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAD245_{16}$

$y_1 = 20AE19A1B8A086B4E01ED2C7748D14C9234D7E6D7C61B229E9C5A27ECE6D39_{16}$

$y_2 = 5F51E65E475F794B1FE122D388B7EB36DC2B28192839E44D6163A5D81312C14_{16}$

Group order: TODO determine, might stay the same: hence $1000_{16}$

Table 6: Values in hexadecimal notation

Field size: $57896044618658097711785492564395392663499232820282019728792003956564819941_{10}$

$a$: $192986815395526992172618308347811179755499744427342739900959734573241639236_{10}$

$b$: $557517466698189090764528907825714081821103279010231529449083795672923584396_{10}$

Generator: $x = 192986815395526992172618308347811179755499744427342739900959734573241639236_{10}$

$y_1 = 1478161944758954479102059356840998687264606134616475288964881837755586237401_{10}$

$y_2 = 431144251710685529276489359339670395730386198203806730763910166200978582548_{10}$

Group order: TODO determine

Table 7: Values in decimal notation

Field size: N/A

$a$: N/A

$d$: N/A

Generator: N/A

Group order: N/A

Cofactor: 4 [3, page 8]

Table 8: Symbolic values
\[ E_{E,a,d} : 121666x^2 + y^2 = 1 + 121665x^2y^2 \]

over the prime field of size \(2^{255} - 19\).

Sources: [8, page 15]

### Table 9: Symbolic values

<table>
<thead>
<tr>
<th>Field size</th>
<th>(2^{255} - 19) [20]</th>
</tr>
</thead>
<tbody>
<tr>
<td>(a)</td>
<td>N/A</td>
</tr>
<tr>
<td>(d)</td>
<td>N/A</td>
</tr>
<tr>
<td>Generator</td>
<td>(y = 4/5), compute (x) with curve equation [2, variable (B)]</td>
</tr>
<tr>
<td>Group order</td>
<td>(2^{252} + 27742317773723535851937790883648493) [11] [7, parameter (l)]</td>
</tr>
<tr>
<td>Cofactor</td>
<td>8 TODO verification needed</td>
</tr>
</tbody>
</table>

### Table 10: Values in hexadecimal notation

<table>
<thead>
<tr>
<th>Field size</th>
<th>5789604461865809771178549250434395392663499233282028201972879200395656481994910</th>
</tr>
</thead>
<tbody>
<tr>
<td>(a)</td>
<td>5789604461865809771178549250434395392663499233282028201972879200395656481994910</td>
</tr>
<tr>
<td>(d)</td>
<td>370957059346924925115726357795838529554794199527878553030854028355510</td>
</tr>
<tr>
<td>Generator</td>
<td>(x = 15112221349354050972501151149558853151145410128930418572060461132894674772920210)</td>
</tr>
<tr>
<td></td>
<td>(y = 463168356949246278169428349003471631493093696225625615783033603163518596010) [12, section 5]</td>
</tr>
<tr>
<td>Group order</td>
<td>723700557733226221139738186563042994224085711635937990760601950938285454250598910</td>
</tr>
</tbody>
</table>

### Table 11: Values in decimal notation

5.5 Edwards Digital Signature Scheme (EdDSA)

Parameters you need to prepare:

- \(b\) An arbitrary integer greater-equal 10 (EdDSA with SHA512: \(b = 256\))
- \(H\) A hash algorithm providing output of size \(2b\) (EdDSA with SHA512: \(H = \text{SHA512}\))
- \(B\) The generator point of the elliptic curve used (EdDSA with SHA512: see Ed25519 5.4)
- \(l\) The group order (EdDSA with SHA512: see Table 9)
- \(X\) The underline denotes a \(b\)-bit encoding for values modulo \(l\) or points on Ed25519 (EdDSA with SHA512: Little endian)
The signature consists of two encoded values of length $b$. Signatures have size $2b = 2 \cdot 256 = 512$ bits = 64 bytes in case of EdDSA with SHA512. The public key is a point on the curve and can be encoded with $b$ bits giving $b = 256$ bits = 32 bytes encodings for EdDSA with SHA512.

**Key Pair generation**

*Input:* $k$ as $b$ random bits  
*Output:* $H(k)$ as secret key and $A$ as public key.

$$H_k = H(k) = (h_0, h_1, \ldots, h_{2b-1})$$
where $k$ is a $b$-bit string with output of size $2b$

$$a = 2^{b-2} + \sum_{3 \leq i \leq 5b-3} 2^i h_i \in \{2^{b-2}, 2^{b-2} + 8, \ldots, 2^{b-1} - 8\}$$

$$A = aB$$

$H(k)$ is our private key. $A$ is the public key.

**Signing**

*Output:* $(R, S)$ as signature

$$r = H(h_b, \ldots, h_{2^{b-1}}, M)$$
with output of size $2b$

$$R = rB$$

$$S = (r + H(R, A, M)a) \mod l$$

Just for the sake of completeness: $S$ is an integer of size 253 bits.

**Verification**

*Output:* Does signature $(R, S)$ fit to the given message $M$?

$$8SB \equiv 8R + 8H(R, A, M)$$

**The encoding in detail**

Given the affine coordinate $(x, y)$, the encoding specified for EdDSA with SHA512 is defined as $b - 1$ bit little endian encoding of $y$ concatenated with the distinguishing bit of $x$. You can retrieve the affine representation using the equation:

$$x = \pm \sqrt{(y^2 - 1)(dy^2 + 1)^{-1}}$$

Given the encoded representation of $(x, y)$ as byte array $b$, the byte index 0 contains the LSB of $y$. Hence $b[0] \& 1$ returns 1 iff $y$ is an odd integer. In contrast byte index $-1$ (for EdDSA with SHA512 this is 31) contains the MSB of $y$. Bit 7 is discarded. Bit 7 is set to 1 if $x \& 1$ yields 1. Otherwise it yields 0.

If you are curious about djb’s test vectors, Table 12 shows the x-bits of the first test vectors.

---

1. Here $H(k)$ and $a$ constitute the secret key. $a$ is technically considered the secret key, because the scalar for $A$ is the secret key in comparable protocols like ECDSA, but actually $H(k)$ is required in the signing process and $a$ can be derived from $H(k)$. Hence $H(k)$ should be considered as secret value.

2. See sign.input at [http://ed25519.cr.yp.to/software.html](http://ed25519.cr.yp.to/software.html)
vector number | EdDSA variable | x-bit when encoded
---|---|---
1 | A | 0
1 | R | 0
2 | A | 0
2 | R | 1
3 | A | 0
3 | R | 1
4 | A | 0
4 | R | 1
5 | A | 1
5 | R | 0

Table 12: x-bits of djb’s test vectors

6 Coordinate systems

6.1 Affine coordinates

\[(x, y)\]

The well-known cartesian coordinates.

6.2 Projective coordinates

\[(x, y) \rightarrow \left(\frac{X}{Z}, \frac{Y}{Z}\right)\]

\[\forall \lambda : (X, Y, Z) = (\lambda X, \lambda Y, \lambda Z) \text{ if } \lambda \neq 0\]

\[-(X : Y : Z) = (X : -Y : Z)\]

6.3 Jacobian coordinates

\[(x, y) \rightarrow \left(\frac{X}{Z^2}, \frac{Y}{Z^3}\right)\]

6.4 Extended Jacobian coordinates

\[(x, y) \rightarrow \left(\frac{X}{Z^2}, \frac{Y}{Z^3}\right)\]

store \(z^2\) internally for speedup as well.
6.5 López-Dahab coordinates

\[(x, y) \rightarrow \left( \frac{X}{Z}, \frac{Y}{Z^2} \right)\]

6.6 Extended López-Dahab coordinates

\[(x, y) \rightarrow \left( \frac{X}{Z}, \frac{Y}{Z^2} \right)\]

store \(z^2\) internally for speedup as well.

6.7 Inverted Edwards coordinates [6]

\[(x, y) \rightarrow \left( \frac{Z}{X}, \frac{Z}{Y} \right)\]

Special treatment for \(xy = 0\). Has 4 special points:

- \((1 : 0 : 0)\) \(\rightarrow (0, 1)\) neutral point, identity
- \((-1 : 0 : 0)\) \(\rightarrow (0, -1)\) order 2
- \((0 : -1 : 0)\) \(\rightarrow (1, 0)\) order 4
- \((0 : 1 : 0)\) \(\rightarrow (-1, 0)\) order 4

Let \((x, y)\) be affine coordinates satisfying \(ax^2 + y^2 = 1 + dx^2y^2\) (compare with Twisted Edwards curves 2.4) with \(xy \neq 0\), then \((X : Y : Z)\) from \((x^{-1} : y^{-1} : 1)\) satisfies \(Z^2(aY^2 + X^2) = X^2Y^2 + dZ^4\) where \((X_1 : Y_1 : Z_1) = (X_2 \cdot \lambda : Y_2 \cdot \lambda : Z_2 \cdot \lambda)\) \(\forall \lambda \neq 0\) with \(XYZ \neq 0\).

6.8 YZ coordinates with square \(d\) [Edwards curves]

\[(x, y) \rightarrow \left( \frac{X}{Z}, \frac{Y}{Z} \right)\]

like projective coordinates, with \(c = 1\) and \(d = r^2\) and \((x, y) \rightarrow (Y, Z)\) with \(ry = \frac{Y}{Z}\).

6.9 Squared YZ coordinates with square \(d\) [Edwards curves]

\[(x, y) \rightarrow \left( \frac{X}{Z}, \frac{Y}{Z} \right)\]

with \(c = 1\) and \(d = r^2\) and \((x, y) \rightarrow (Y, Z)\) with \(ry^2 = \frac{Y}{Z}\).
6.10 XZ coordinates [Montgomery curves]

\[(x, y) \rightarrow \left( \frac{X}{Z} \right)\]

Loses one coordinates, which is expected to be computable by other means [4, page 8, section Montgomery coordinates]. For Montgomery curve, the \(y\)-coordinate can be retrieved using the formula [9, page 286]

\[y_n = \frac{(x_1 x_n + 1)(x_1 + x_n + 2A) - 2A - (x_1 - x_n)^2 x_{n+1}}{2B y_1}\]

where \(P = (x_1, y_1)\) is the basepoint (difference) for the Montgomery ladder and \(x_n\) and \(x_{n+1}\) are affine coordinates of \([nP]\) and \([n+1]P\).

6.11 Extended Twisted Edwards coordinates

\[(x, y) \rightarrow (x, y, 1, xy)\]

7 Addition and doubling laws

The addition law for Twisted Edwards curves (2.4) in Extended Twisted Edwards coordinates (6.11) is given as [16, 3.2 Dedicated Addition in e^t]:

\[
\begin{align*}
A & \leftarrow X_1 \cdot X_2, \quad B \leftarrow Y_1 \cdot Y_2, \quad C \leftarrow Z_1 \cdot T_2, \quad D \leftarrow T_1 \cdot Z_2, \quad E \leftarrow D + C \\
F & \leftarrow (X_1 - Y_1) \cdot (X_2 + Y_2) + B - A, \quad G \leftarrow B + aA, \quad H \leftarrow D - C \\
X_3 & \leftarrow E \cdot F, \quad Y_3 \leftarrow G \cdot H, \quad Z_3 \leftarrow F \cdot G, \quad T_3 \leftarrow E \cdot H
\end{align*}
\]

with 9M + 1D.

The addition law for Twisted Edwards curves (2.4) in Extended Twisted Edwards coordinates (6.11) with \(Z_1 = Z_2 = 1\) based on the addition law above is given as:

\[
\begin{align*}
A & \leftarrow X_1 \cdot X_2, \quad B \leftarrow Y_1 \cdot Y_2, \quad E \leftarrow T_1 + T_2 \\
F & \leftarrow (X_1 - Y_1) \cdot (X_2 + Y_2) + B - A, \quad G \leftarrow B + aA, \quad H \leftarrow T_1 - T_2 \\
X_3 & \leftarrow E \cdot F, \quad Y_3 \leftarrow G \cdot H, \quad Z_3 \leftarrow F \cdot G, \quad T_3 \leftarrow E \cdot H
\end{align*}
\]

with 7M + 1D.

The addition law for Twisted Edwards curves (2.4) in Extended Twisted Edwards coordinates (6.11) with \(Z_2 = 1\) based on the addition law above is given as:

\[
\begin{align*}
A & \leftarrow X_1 \cdot X_2, \quad B \leftarrow Y_1 \cdot Y_2, \quad C \leftarrow Z_1 \cdot T_2, \quad E \leftarrow T_1 + C \\
F & \leftarrow (X_1 - Y_1) \cdot (X_2 + Y_2) + B - A, \quad G \leftarrow B + aA, \quad H \leftarrow T_1 - C \\
X_3 & \leftarrow E \cdot F, \quad Y_3 \leftarrow G \cdot H, \quad Z_3 \leftarrow F \cdot G, \quad T_3 \leftarrow E \cdot H
\end{align*}
\]

with 8M + 1D.
The doubling law for Twisted Edwards curves (2.4) in Extended Twisted Edwards coordinates (6.11) is given as [16, 3.3 Dedicated Doubling in $\mathbb{F}^*$]:

\[ A \leftarrow X^2, \quad B \leftarrow Y^2, \quad C \leftarrow 2Z^2, \quad D \leftarrow aA, \quad E \leftarrow (X + Y)^2 - A - B \]
\[ G \leftarrow D + B, \quad F \leftarrow G - C, \quad H \leftarrow D - B \]
\[ X \leftarrow E \cdot F, \quad Y \leftarrow G \cdot H, \quad Z \leftarrow F \cdot G, \quad T \leftarrow E \cdot H \]

with $4M + 4S + 1D$.

The doubling law for Twisted Edwards curves (2.4) in Extended Twisted Edwards coordinates (6.11) with $Z = 1$ based on the doubling law above is given as:

\[ A \leftarrow X^2, \quad B \leftarrow Y^2, \quad D \leftarrow aA, \quad E \leftarrow (X + Y)^2 - A - B \]
\[ G \leftarrow D + B, \quad F \leftarrow G - 2, \quad H \leftarrow D - B \]
\[ X \leftarrow E \cdot F, \quad Y \leftarrow G \cdot H, \quad Z \leftarrow F \cdot G, \quad T \leftarrow E \cdot H \]

with $3M + 3S + 1D$.

If you want to use a unified addition law which is also complete given that $d$ is a non-square in $K$ and $a$ is a square in $K$, then you can use

\[ X_3 = (X_1Y_2 + Y_1X_2)(Z_1Z_2 - dT_1T_2) \]
\[ Y_3 = (Y_1Y_2 - aX_1X_2)(Z_1Z_2 + dT_1T_2) \]
\[ T_3 = (Y_1Y_2 - aX_1X_2)(X_1Y_2 + Y_1X_2) \]
\[ Z_3 = (Z_1Z_2 - dT_1T_2)(Z_1Z_2 + dT_1T_2) \]

procedurally as

\[ A \leftarrow X_1 \cdot X_2, \quad B \leftarrow Y_1 \cdot Y_2, \quad C \leftarrow dT_1T_2, \quad D \leftarrow Z_1Z_2, \quad E \leftarrow (X_1 + Y_1)(X_2 + Y_2) - A - B \]
\[ F \leftarrow D - C, \quad G \leftarrow D + C, \quad H \leftarrow B - aA \]
\[ X_3 \leftarrow E \cdot F, \quad Y_3 \leftarrow G \cdot H, \quad Z_3 \leftarrow F \cdot G, \quad T_3 \leftarrow E \cdot H \]

with $9M + 2D$. Assuming that $Z_2 = 1$ we have

\[ A \leftarrow X_1 \cdot X_2, \quad B \leftarrow Y_1 \cdot Y_2, \quad C \leftarrow dT_1T_2, \quad E \leftarrow (X_1 + Y_1)(X_2 + Y_2) - A - B \]
\[ F \leftarrow Z_1 - C, \quad G \leftarrow Z_1 + C, \quad H \leftarrow B - aA \]
\[ X_3 \leftarrow E \cdot F, \quad Y_3 \leftarrow G \cdot H, \quad Z_3 \leftarrow F \cdot G, \quad T_3 \leftarrow E \cdot H \]

with $8M + 2D$.

**Appendices**

A  Extended euclidean algorithm and multiplicative inverse in python

```python
def xgcd(a, b):
  x, y, u, v = 0, 1, 1, 0
  while b != 0:
    q, r = a // b, a % b
    a, b = b, r
    u, v = v, u - q * v
  return a, x, y
```
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while a != 0:
    q, r = b // a, b % a
    m, n = x - u * q, y - v * q
    b, a, x, y, u, v = a, r, u, v, m, n
gcd = b
return gcd, x, y

def mult_inverse(a, m):
gcd, x, y = xgcd(a, m)
if gcd != 1:
    raise ValueError("Inverse does not exist")
else:
    return x % m

With the following output:

>>> print(xgcd(244, 46))
(2, 10, -53)
>>> print(mult_inverse(244, 269))
43
>>> print(xgcd(244, 269))
(1, 43, -39)

B Montgomery Curve to Weierstrass Curve in Inverted Edwards Coordinates

\[
\left( \frac{Z}{X}, \frac{Z}{Y} \right) \mapsto (u, v) = \left( \frac{Z}{XB} + \frac{A}{3B}, \frac{Z}{yB} \right)
\]

C Twisted Edwards Curve in Inverted Edwards Coordinates

\[
a x^2 + y^2 = 1 + d x^2 y^2  \\
a \left( \frac{Z}{X} \right)^2 + \left( \frac{Z}{Y} \right)^2 = 1 + d \left( \frac{Z}{X} \right)^2 \left( \frac{Z}{Y} \right)^2  \\
a \frac{Z^2}{X^2} + \frac{Z^2}{Y^2} = 1 + d \frac{Z^4}{X^2 Y^2}  \\
a Y^2 Z^2 + X^2 Z^2 = X^2 Y^2 + d Z^4  \\
\frac{a Y^2 Z^2}{X^2 Y^2} + \frac{X^2 Z^2}{X^2 Y^2} = \frac{X^2 Y^2}{X^2 Y^2} + \frac{d Z^4}{X^2 Y^2}
\]

See also [16, page 5].
D Twisted Edwards Curve in Extended Twisted Edwards Coordinates

\[\begin{align*}
ap x^2 + y^2 &= 1 + d x^2 y^2 \\
ap \left(\frac{X}{Z}\right)^2 + \left(\frac{Y}{Z}\right)^2 &= 1 + d \left(\frac{X}{Z}\right)^2 \left(\frac{Y}{Z}\right)^2 \\
ap \frac{X^2}{Z^2} + \frac{Y^2}{Z^2} &= 1 + \frac{d X^2 Y^2}{Z^4} \\
ap X^2 + Y^2 &= Z^2 + d \frac{X^2 Y^2}{Z^2} \\
ap X^2 + Y^2 &= Z^2 + d T^2
\end{align*}\]

The identity element is given as \((0 : 1 : 0 : 1)\) and the negative of \((X : Y : T : Z)\) is \((-X : Y : -T : Z)\).

E Does the neutral element satisfy the Twisted Edwards Curve equation?

The neutral element in affine coordinates is given as \((0, 1)\) [6, page 4]:

\[\begin{align*}
ap x^2 + y^2 &= 1 + d x^2 y^2 \\
ap 0^2 + 1^2 &= 1 + d 0^2 1^2 \\
1 &= 1
\end{align*}\]

Answer: Yes.

F Assuming the neutral element is \((0 : 1 : 0)\) in Inverted Edwards Coordinates, does the Twisted Edwards Curve equation hold?

\[\begin{align*}
ap Y^2 Z^2 + X^2 Z^2 &= X^2 Y^2 + d Z^4 \\
ap 1^2 0^2 + 0^2 0^2 &= 0^2 1^2 + d 0^4 \\
0 + 0 &= 0 + 0
\end{align*}\]

```python
>>> a, d = var('a'), var('d')
>>> X, Y, Z = 0, 1, 0

>>> print(a * Y**2 * Z**2 + X**2 * Z**2 - X**2 * Y**2 - d * Z**4)
```
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G \textbf{Does } \infty + p = p \textbf{ with } \infty = (0 : 1 : 0 : 1) \textbf{ as Extended Twisted Edwards Coordinates and the Dedicated Addition Law on Twisted Edwards Curve Ed25519 hold?}

```
>>> X_1, Y_1, T_1, Z_1 = 0, 1, 0, 1
>>> X_2, Y_2, T_2, Z_2 = var("x2"), var("y2"), var("t2"), var("z2")
>>> C = GF(2^255-19)
>>> # a = 0x7FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
>>> a = C(-1)

>>> A = X_1 * X_2
>>> B = Y_1 * Y_2
>>> C = Z_1 * T_2
>>> D = T_1 * Z_2
>>> E = D + C
>>> F = (X_1 - Y_1) * (X_2 + Y_2) + B - A
>>> G = B + a * A
>>> H = D - C
>>> X_3 = E * F
>>> Y_3 = G * H
>>> Z_3 = F * G
>>> T_3 = E * H
```

```
>>> print(X_3, Y_3, T_3, Z_3)
(-t2*x2, -t2*y2, -t2**2, -x2*y2)
```

\textbf{Answer: No.}

H \textbf{Does } \infty + \infty = \infty \textbf{ with } \infty = (0 : 1 : 0 : 1) \textbf{ in Extended Twisted Edwards Coordinates and the Dedicated Addition Law on Twisted Edwards Curve Ed25519 hold?}

```
>>> X_1, Y_1, T_1, Z_1 = 0, 1, 0, 1
>>> X_2, Y_2, T_2, Z_2 = 0, 1, 0, 1
>>> C = GF(2^255-19)
>>> a = C(-1)
```

```
>>> print(a * Y**2 + Z**2 + X**2 * Z**2 - X**2 * Y**2 - d * Z**4 == 0)
True
```
\[ A = X_1 \times X_2 \]
\[ B = Y_1 \times Y_2 \]
\[ C = Z_1 \times T_2 \]
\[ D = T_1 \times Z_2 \]
\[ E = D + C \]
\[ F = (X_1 - Y_1) \times (X_2 + Y_2) + B - A \]
\[ G = B + a \times A \]
\[ H = D - C \]
\[ X_3 = E \times F \]
\[ Y_3 = G \times H \]
\[ Z_3 = F \times G \]
\[ T_3 = E \times H \]

\[ \text{print}(X_3, Y_3, T_3, Z_3) \]
\[ (0, \text{SymmetricModularIntegerMod238}(0), 0, \text{SymmetricModularIntegerMod238}(0)) \]

Answer: Yes.

I Does \( \infty + \infty = \infty \) with \( \infty = (0 : 1 : 0 : 1) \) in Extended Twisted Edwards Coordinates and the Unified non-procedural Addition Law on Twisted Edwards Curve Ed25519 hold?

\[ X_1, Y_1, T_1, Z_1 = 0, 1, 0, 1 \]
\[ X_2, Y_2, T_2, Z_2 = 0, 1, 0, 1 \]
\[ a = C(-1) \]
\[ # d = C(-121665) / C(121666) \]
\[ d = 0x52036cee2b6ffe738cc74079779e89800700a4d4141d8ab75eb4dca135978a3 \]

\[ X_3 = (X_1 \times Y_2 + Y_1 \times X_2) \times (Z_1 \times Z_2 - d \times T_1 \times T_2) \]
\[ Y_3 = (Y_1 \times Y_2 - a \times X_1 \times X_2) \times (Z_1 \times Z_2 + d \times T_1 \times T_2) \]
\[ T_3 = (Y_1 \times Y_2 - a \times X_1 \times X_2) \times (X_1 \times Y_2 + Y_1 \times X_2) \]
\[ Z_3 = (Z_1 \times Z_2 - d \times T_1 \times T_2) \times (Z_1 \times Z_2 + d \times T_1 \times T_2) \]

\[ \text{print}(X_3, Y_3, T_3, Z_3) \]
\[ (0L, \text{SymmetricModularIntegerMod238}(1), \text{SymmetricModularIntegerMod238}(0), 1L) \]

Answer: Yes.
J  Does $\infty + p = p$ hold for the neutral element on Twisted Edwards Curves?

The addition law is given as [8, page 11]:

$$(x_1, y_1) + (x_2, y_2) = \left( \frac{x_1y_2 + y_1x_2}{1 + dx_1x_2y_1y_2}, \frac{y_1y_2 - ax_1x_2}{1 - dx_1x_2y_1y_2} \right)$$

The neutral element in affine coordinates is given as (0, 1) [6, page 4]:

$$(0, 1) + (p_x, p_y) = \left( \frac{0 \cdot p_y + 1 \cdot p_x}{1 + d \cdot 0 \cdot p_x \cdot 1 \cdot p_y}, \frac{1 \cdot p_y - a \cdot 0 \cdot p_x}{1 - d \cdot 0 \cdot p_x \cdot 1 \cdot p_y} \right) = \left( \frac{1 \cdot p_x}{1}, \frac{1 \cdot p_y}{1} \right) = (p_x, p_y)$$

Answer: Yes.

K  Assuming the neutral element is $(0 : 1 : 0)$ in Inverted Edwards Coordinates, does $\infty + p = p$ hold?

We use the procedural addition law given in [8, page 13]

$$A = Z_1 \cdot Z_2 = 0 \cdot p_z$$
$$B = dA^2 = 0$$
$$C = X_1 \cdot X_2 = 0 \cdot p_x$$
$$D = Y_1 \cdot Y_2 = 1 \cdot p_y$$
$$E = C \cdot D = 0$$
$$H = C - aD = 0 - ap_y$$
$$I = (X_1 + X_2) \cdot (X_2 + Y_2) - C - D = (0 + 1) \cdot (p_x + p_y) - 0 - p_y = p_x$$
$$X_3 = (E + B) \cdot H = (0 + 0) \cdot (-ap_y) = 0$$
$$Y_3 = (E - B) \cdot I = (0 - 0) \cdot p_x = 0$$
$$Z_3 = A \cdot H \cdot I = 0 \cdot -ap_y \cdot p_x = 0$$

Giving us

$$(0, 0, 0)$$

which might be considered as neutral point?

```python
>>> X1, Y1, Z1 = 1, 0, 1
>>> X2, Y2, Z2 = var('X2'), var('Y2'), var('Z2')
>>> a, d = var('a'), var('d')
```
\[ A = Z_1 \ast Z_2 \]
\[ B = d \ast A^{*2} \]
\[ C = X_1 \ast X_2 \]
\[ D = Y_1 \ast Y_2 \]
\[ E = C \ast D \]
\[ H = C - a \ast D \]
\[ I = (X_1 + Y_1) \ast (X_2 + Y_2) - C - D \]
\[ X_3 = (E + B) \ast H \]
\[ Y_3 = (E - B) \ast I \]
\[ Z_3 = A \ast H \ast I \]
\[ \text{print}(X_3, Y_3, Z_3) \]
\[ (X_2 \ast Z_2^{*2} \ast d, -Y_2 \ast Z_2^{*2} \ast d, X_2 \ast Y_2 \ast Z_2) \]

\[
L \quad 2^{256} \equiv 38 \mod 2^{255} - 19
\]

\[
M \quad \text{Is } a = -1 \text{ a square in } GF_{2^{255} - 19}?
\]

\[
N \quad \text{Is } d = \frac{-121665}{121666} \text{ a square in } GF_{2^{255} - 19}?
\]

A python program without fancy algorithms would take too long to compute. So only a sage math program is given here:
C = GF(2**255-19)
d = C(0x52036CEE2B6FFE738CC740797779E89800700A4D4141D8AB75EB4DCA135978A3)

print d.is_square()

This script returns “False”.

O What’s the base point of Curve25519?

…and it uses the base point $x = 9$. [20]

Given the x-coordinate, what are the y-coordinates?

```python
fieldsize = 2**255-19
field = GF(fieldsize)
x = field(9)

# curve equation
y_squared = x^3 + field(486662)*x^2 + x

for root in y_squared.nth_root(2, all=True):
    print(root)
    print(bin(int(root)))
    print(hex(int(root)))
```

The results are represented in table 7. Is the base point on the curve?

```python
>>> field = 2**255-19
>>> x, y = 0x9, 0x20ae19a1b8a086b4e01edd2c7748d14c923d4d7e6d7c61b229e9c5a27eced3d9

>>> right = (x**3 + 486662*x**2 + x) % field
>>> left = (y**2) % field
>>> print(left == right)
True
```
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